
Start

The following are informed: University Secretary, CIO, 

Director IT Infrastructure, Director of Applications, Audit 

& Security Manager and Head of Communications & 

Marketing also Principal (for Information).

Notice considered 

by Secretary and 

CIO.

Formal notice?

Immediate 

action to block 

access?

IS Infrastructure 

determines 

location of 

webpage.

CIO, Dir IT Infrastructure and Dir of Applications determine 

location of webpage and informs appropriate Head of 

College/School/Support Group or Administrative area.

Yes

No

Head of School/

College/Support 

Group is involved 

to remove 

webpages.

CIO informs 

JANET (UK)

Head of 

Communications & 

Marketing considers 

what communications 

are needed.

Webpages are 

removed with 

assistance from 

relevant area

University 

Secretary confirms 

to Police that 

webpages have 

been removed

Arrangements are 

put in place to 

ensure pages are 

not repeated or 

remounted.

Disiplinary action 

pursued.

University formally 

logs removal of 

webpages and 

reports to KSC 

and CMG.

CIO initiates 

investigation into how 

the incident occurred 

and what lessons may 

be learned.

END

University 

receives notice 

under Terrorism 

Act (2006)

Receipt of notice 

logged, procedure 

initiated and clock 

started.

Procedure to be Adopted on Receipt of a Notice Under the Terrorism Act (2006)

Has 24 Hrs 

elapsed? 

University 

Secretary & 

CIO decide if 

action to be 

taken?

No

Yes

University’s 

lawyers consulted 

before discussion 

with Police.

No

Matter 

resolved 

informally?

Yes
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No

IS Infrastructure or 

IS Technology 

management block 

web pages

Action officer 

assigned.

Pages still 

available?

Yes

No

Yes

No

Yes


